1. Do we have the information we need to oversee cyber risks?
2. How effective is our cyber security strategy at addressing the risks the business faces?
3. How do we protect sensitive information handled, stored, and transmitted by third-party vendors?
4. Do we have cyber insurance?
5. Do we have the right data governance strategy to minimize our exposure?
6. How do we stay current on the threat landscape in our industry?
7. Do we have a tested cyber incident response plan?